Below are the instructions for by-passing the security on most systems. Even with SP2 you may need to verify that
all the necessary files are loaded in all Firewalls (both Windows and any Anti-Virus software installed).

e Exception: We are finding that McAfee Anti-Virus views our software as an intruder and will not allow
to you to add our program to their ‘Allow’ list. Right now the only solution is to remove McAfee from
the system (or network) until we can resolve this issue. Customers can use other anti-virus software

such as AVG.

One more note...it is important that customers understand that they MUST transfer the license BEFORE
uninstalling, installing on another system after the initial install.

Summary: All of the following files MUST be ALLOWED to have access. Firewalls are blocking these files causing
errors when trying to open the software, causing the software to crash during operation as well as getting errors
stating the key cannot be found. Be sure to add the following to the Firewalls (again both Windows and Anti-virus
Firewall if there is one installed)

® |ocation: Windows System32 (for 32bit system) or Windows SystemWOW&64 (for 64bit system)
folder:
» SAiLicSvr.exe
» SAiDownloaderVista.exe/SAiDownloaderVistaUl.exe or
SAiDownloaderXP.exe/SAiDownloaderXPUl.exe

® Location: SAi Production Suite folder
> app.exe
> app2.exe

® Location: Program Files > Common Files > SafeNet Sentential folder
» sntlkeyssrvr.exe
» spnsrvnt.exe
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Step One: Verify that all of the above file names are in the list of Processes running under the Task Manager:

® |n Task Manager you should see the following items running ~ (with the exception of Windows
XP ~ then you should see SAiDownloaderXP)

" Windows Task Manager {E=8/fon ]
File Options View Help

Applications | Processes | Services | Performance | Networking | Users |

Image Name UserName CPU Memory (... Description -
NMIndexingService,exe SYSTEM 00 744K Nero Home
notepad.exe thoughton 00 596 K MNotepad
OUTLOOK.EXE thoughton 00 73,604K Microsoft Office Outiook
RegSrvc.exe SYSTEM 00 148K Intel(R) PROSet/Wireless Registry Service
Rtvscan.exe 01 6,968K Symantec Antivirus
SAiAdmin. exe SYSTEM a0 S76K TODO: <File description>
SAiDownloaderVista.exe SYSTEM 00 836K TODO: <File description>
SADownloaderVistall.exe  thoughton 00 844K TODO: <File description >
SAiLicSvr.exe SYSTEM 00 BO8K License Server —
Searchindexer.exe SYSTEM 00 15,384K Microsoft Windows Search Indexer
Services.exe SYSTEM 00 1,320 Services and Controller app
sidebar. exe thoughton 01 16,328K  Windows Sidebar -
Skype.exe thoughton 00 8,488 K Skype. Take a deep breath
skypePM.exe thoughton 00 2,784K  Skype Extras Manager
Slsvc.exe NETWO,.. 00 1,840 K Microsoft Software Licensing Service
SMSS. BXe SYSTEM 00 76K  Windows Session Manager
SnippingTool.exe thoughton 02 3,520K  Snipping Tool
snilkeyssrvr.exe SYSTEM 00 272K sntkeyssrur.exe
spnsrvnt.exe SYSTEM 00 304K Sentinel Protection Server for SuperPro and UltraPro network keys
spoolsy.exe SYSTEM ] 3,490K Spooler SubSystem App
SSONS\VT.EXe SYSTEM 00 176K  Program Neighborhood
stacsv.exe SYSTEM 00 368K STacsV Module
stiray.exe thoughton 00 354K Sigmatel Audio system tray application =
eurmbeet ava | e AL [a%s} 187 W WHark Dracace frre Windase Sandcae
[¥] show processes from all users

Processes: 90 CPU Usage: 14% Physical Memony: 58%
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Step Two: Verify that all of the above file names are in the list of Services running under the Services:

B To get to Services:

> In WinXP go to > Start > Run or In Windows Vista > Start > All Programs >

Accessories > Select Run
®» In the Run window > type in: SERVICES.MSC /service (note there is a space after .MSC) click

OK >

= Run
=/

Open:

SERVICES.MSC /SERVICE

" Typethe name of a program, folder, document, or Internet
resource, and Windows will cpen it for you,

'@-‘ This task will be created with administrative privileges.

23 |

Ok ] ’ Cancel

==

B Note the highlighted items ~ you should see the same in your list (with the exception of

Windows XP ~ then you should see SAiDownloaderXP)

If the SailLicSvr.exe service is not running see below for instructions for adding it

L. Services =] o] ]
File Action Vi Help
@| dl= @@l >enw
L Services (Local) Q Services {Local)
SAiLicsw MName ° Description Status Startup Type Log On As o
Stop the service S Remote Registry Enables rem... Manual Local Serv...
Restort the service S Routing and Remote Access Offers rout.. Disabled Local Syst...
S SAiAdmin Started Autamatic Local Syst..
% SAiDownloaderVista Started Autamatic Local Syst..
’:-e) SAiLicSvr Started Autamatic Local Syst..
S SavRoam Symantec A... Manual Local Syst..
4 Secondary Logon Enables star..  Started Autamatic Local Syst..
S Security Accounts Manager The startup ...  Started Autamatic Local Syst...
L Security Center Monitors sy...  Started Automatic (...  Local Serv..
. Sentinel Keys Server Manages Se... Started Autamatic Local Syst..
. Sentinel Protection Server Manages Se... Started Autamatic Local Syst...
L Server Supports fil...  Started Autamatic Local Syst..
% Shell Hardware Detection Provides not.. Started Autamatic Local Syst..
S SigmaTel Audio Service Manages Si...  Started Autamatic Local Syst...
%4 5L UT Netification Service Provides So... Manual Local Serv...
4 Smart Card Manages ac...  Started Autamatic Local Serv...
S Swmart Card Removal Policy Allows the s... Manual Local Syst... 3
S SNMP Trap Receives tra... Manual Local Serv...
L, Software Licensing Enablesthe ... Started Autamatic MNetwork 5.
5 55DP Discovery Discovers n.. Started Manual Local Serv...
L Superfetch Maintains a...  Started Automatic Local Syst...
S Symantec AntiVirus Provides rea... Started Autamatic Local Syst..
S Symantec AntiVirus Definition W... Moniforsan.. Started Autamatic Local Syst...
%4 Symantec Event Manager Event propa... Started Automatic Local Syst...
S Symantec Settings Manager Settings sto...  Started Autamatic Local Syst..
4 System Event Motification Service Monitors sy...  Starfed Autamatic Local Syst...
. Tablet PC Input Service Enables Tabl... Started Autamatic Local Syst..
Extended { Standard /
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INSTRUCTIONS FOR ADDING THE SAiLicSvr TO THE SERVICES:

® To add the SAiLicSvr.exe service go to
> In WinXP go to > Start > Run or In Windows Vista > Start > All Programs > Accessories >
Select Run
® In the Run window > type in: SailicSvr.exe /service (note there is a space after .exe)
click OK >
® |n the Services window Right-click on SAiLicSvr and select Start > and close this screen
® Click on the software icon from the Desktop > the software will now open

= Run |22
= Type the name of a program, folder, document, or Internet
= resource, and Windows will open it for you.
Open: SailicSvr.exe fservice -

't' This task will be created with administrative privileges.

’ QK ] | Cancel | ’ Browse...
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